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Getting Started with CMMC, U.S. DoD Mandate
for Cybersecurity | November 2, 2020

On 31 January 2020, the U.S Department of Defense (DoD) introduced a new 
cybersecurity standard, the Cybersecurity Maturity Model Certification (CMMC)1. Every 
cybersecurity and compliance professional, including senior executives, must raise their 
awareness of this important and valuable cybersecurity standard developed by the DoD. 
The CMMC Model v1.02 was introduced on 18 March 20202.

So, why the CMMC? Malicious cyberactors continue to target the Defense Industrial Base 
(DIB) and the supply chain of the DoD. This challenge to U.S. national security, including 
economic security, is what raised the priority for the DoD to establish a credible and 
unified cybersecurity standard for organizations that provide services to it, i.e., the cyber 
supply chain.

Focus of the CMMC
The focus of the CMMC is on Controlled Unclassified Information (CUI). CUI is the 
information shared with DoD suppliers that requires safeguarding. CUI is, specifically, 
information the U.S. federal government creates or possesses, or that an entity creates 
or possesses for or on behalf of the government, that a law, regulation or government 
wide policy requires or permits an agency to handle only when using safeguarding or 
dissemination controls. A CUI registry provides information on the specific categories 
and subcategories of information that the U.S federal government’s executive branch 
protects.

The CMMC is a cybersecurity certification standard. This standard is intended to serve 
as a verification mechanism to ensure that appropriate levels of cybersecurity practices 
and processes are in place and to protect CUI that resides on the networks of the DoD’s 
industry partners. 

How the CMMC Is Organized
The CMMC combines various cybersecurity standards and maps these best practices 
and processes to maturity levels, ranging from basic cyber hygiene to highly advanced 
practices. The CMMC defines 5 distinct levels, which include:3

•	 Level 1—Performed
•	 Level 2—Documented
•	 Level 3—Managed
•	 Level 4—Reviewed
•	 Level 5—Optimizing

These levels encompass the following:4

•	 17 capability domains with 43 capabilities
•	 5 processes to measure process maturity
•	 171 practices to measure technical capabilities

The CMMC framework organizes processes and cybersecurity best practices into a set of 
domains. There are 17 capability domains that have been defined in the CMMC. Process 
maturity or process institutionalization characterizes the extent to which an activity is 
embedded in the operations of an organization. Practices are activities performed at 
each level for the domain. Each level consists of practices and processes as well as those 
specified in lower levels. In addition to assessing an organization’s implementation of 
cybersecurity practices, the CMMC also assesses the organization’s institutionalization of 
cybersecurity processes.

Cyber Defense Strategy
The CMMC is designed to provide the DoD assurance that a DIB contractor can 
adequately protect CUI at a level commensurate with the risk, accounting for flow 
down to subcontractors in a multitier supply chain. To reduce risk, the DIB sector must 
enhance its protection of CUI in its networks.

Every organization must establish its own cybersecurity strategy. The recommendation 
is that all organizations, not just those directly impacted by the mandate, take the first 
step and establish a deeper understanding of the CMMC standard. The levels defined 
within CMMC provide a framework that an organization can leverage to establish its 
cybersecurity strategy and priorities over a 12 to 24 month period. Cyber defense is all 
about kaizen5, and the CMMC is an excellent reference that organizations can use to 
continuously improve their security posture.

Endnotes
1 Blanchard, C.; R. Lee; et. al.; “DoD Releases Final Cybersecurity Maturity Model 	
  Certification Framework and Establishes Cybersecurity Audit and Accreditation     	
  Organization,” Arnold & Porter, 13 February 2020.
2 Office of the Under Secretary of Defense for Acquisition and Sustainment-	    	
  Cybersecurity Maturity Model Certification, “CMMC Model,” USA, 2020.
3 PreVeil, “What Are the 5 Levels of CMMC?” USA, 2020.
4 Ibid.
5 Foster, B. “Security Kaizen: Adopting the Practice of Continuous Improvement to 	
  Improve Your Security Posture,” Security Intelligence, January 5, 2015.
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The U.S. DoD cybersecurity standard, the CMMC, establishes 5 Maturity Levels.1 The core 
objective of the certification is to ensure that vendors providing products and services to 
the DoD have an appropriate level of implemented cybersecurity capabilities; hence, the 
CMMC standard. The higher the CMMC Maturity Level, the greater the requirements are 
to secure the organization. The CMMC combines various cybersecurity standards and 
maps these best practices and processes to corresponding maturity levels, ranging from 
basic cyberhygiene to highly advanced practices.

The CMMC defines 5 distinct Maturity Levels, which include:2

•	 Level 1—Performed (Basic Cyber Hygiene)
•	 Level 2—Documented (Intermediate Cyber Hygiene)
•	 Level 3—Managed (Good Cyber Hygiene)
•	 Level 4—Reviewed (Proactive)
•	 Level 5—Optimizing (Advanced/Progressive)

Organizations need to examine the CMMC model and its applicability to secure the 
cybersecurity supply chain. Maturity Level 1 (ML1), which is the first step to establishing 
the foundation of resilience in the cybersecurity supply chain is examined here. Achieving 
ML1 certification establishes a credible foundation for the CMMC levels that follow.

ML1 addresses the protection of U.S. Federal Contract Information (FCI). This level 
encompasses the basic safeguarding requirements for FCI, which are specified in the 
U.S. Federal Acquisition Regulation (FAR) Clause 52.204-21.3 FCI is “information, not 
intended for public release, that is provided by or generated for the Government under a 
contract to develop or deliver a product or service to the Government, but not including 
information provided by the Government to the public (such as on public websites) 
or simplified transactional information, such as necessary to process payments.” DoD 
contracts that specify the need for a contractor to process, store or transmit FCI require 
the organization to comply with CMMC Maturity Level 1 practices. There is no process 
maturity assessed at Level 1.

Organization of the CMMC Framework
The CMMC framework organizes cybersecurity processes and best practices into a set 
of domains. There are 17 capability domains defined in the CMMC. Process maturity, or 

process institutionalization, characterizes the extent to which an activity is embedded 
in the operations of an organization. Practices are activities performed at each level for 
the domain. Each level consists of practices and processes as well as those specified in 
lower levels. In addition to assessing an organization’s implementation of cybersecurity 
practices, the CMMC also assesses the organization’s institutionalization of cybersecurity 
processes.

ML1 Domains, Practices and Capabilities
ML1 includes practice requirements associated with the following domains:

•	 Domain 1—Access Control (AC), 4 Practices
•	 Domain 6—Identification and Authentication (IA), 2 Practices
•	 Domain 9—Media Protection (MP), 1 Practice
•	 Domain 11—Physical Protection (PE), 4 Practices
•	 Domain 16—System and Communications Protection (SC), 2 Practices
•	 Domain 17—System and Information Integrity (SI), 4 Practices

ML1 requirements include 17 Practices across 6 Domains. This level establishes 
requirements for 16 capabilities and requires an organization to perform the practices 
specified within. Since the organization may only be able to perform these practices in 
an ad hoc manner and may or may not rely on documentation, process maturity is not 
assessed for ML1.

The CMMC maturity levels and associated sets of processes and practices across domains 
are cumulative. For an organization to achieve a specific CMMC level, it must also 
demonstrate achievement of the preceding lower levels. ML1 is the starting point defined 
in the CMMC model. Organizations that process FCI data and CUI are required to meet 
the criteria of higher Maturity Levels, such as Maturity Level 2 or Maturity Level 3. The 
highest Maturity Level that an organization can achieve is Maturity Level 5 (ML5). The 
objective of ML5 is to ensure that the organization is prepared to address Advanced 
Persistent Threats (APTs) using implemented capabilities.

A good starting point for any organization interested in the CMMC is ML1. Get started 
and perform a readiness assessment to address the requirements associated with ML1.

Endnotes
1 Office of the Under Secretary of Defense for Acquisition and Sustainment-Cybersecurity     	
  Maturity Model Certification; CMMC Model, USA, 2020.
2 PreVeil; “What Are the 5 Levels of CMMC?” USA, 2020.
3 Carnegie Mellon University, Pittsburgh, Pennsylvania, USA, and The Johns Hopkins 	
  University Applied Physics Laboratory LLC, Baltimore, Maryland, USA, 
  CMMC Version 1.02, 18 March 2020.
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Maturity Level 3 (ML3) establishes the minimal requirements for securing CUI in the 
U.S. DoD cybersecurity standard, CMMC. CMMC is designed to provide increased 
assurance to the DoD that a DIB contractor can adequately protect CUI at a level 
commensurate with the risk, accounting for information flow down to its subcontractors 
in a multi-tier supply chain. Level 3 is about managed processes and practices to 
demonstrate “Good Cyber Hygiene”. The focus of this brief is on Maturity Level 3 and its 
associated requirements to appropriately secure CUI. 

CMMC Model
The CMMC model measures cybersecurity maturity with five levels and aligns a set of 
processes and practices with the type and sensitivity of information to be protected and 
the associated range of threats. 

The threat is significant. The aggregate loss of intellectual property and certain 
unclassified information from the DoD supply chain can undercut U.S. technical 
advantages and innovation as well as significantly increase risk to national security. The 
CMMC maturity levels serve as a way to measure an organization’s process maturity.

Beyond FCI. CUI.
The CMMC Model encompasses the basic safeguarding requirements for FCI specified in 
FAR Clause 52.204-21 and the security requirements for CUI specified in 
NIST SP 800-171 per Defense Federal Acquisition Regulation Supplement (DFARS) 
Clause 252.204-7012. Level 3 of CMMC addresses the protection of FCI and CUI. FCI is 
information provided by or generated for the Government under contract not intended 
for public release. CUI is information that requires safeguarding or dissemination 
controls pursuant to and consistent with laws, regulations, and government-wide policies.

ML3 Processes and Practices
The term institutionalization characterizes the extent to which an activity is embedded 
or ingrained in the operations of an organization. The more deeply ingrained an activity, 
the more likely it is that an organization will continue to perform the activity – including 
under times of stress – and that the outcomes will be consistent, repeatable and of high 
quality. 

Level 3 requires that an organization establish, maintain, and resource a plan 
demonstrating the management of activities for practice implementation. The plan may 
include information on missions, goals, project plans, resourcing, required training, 
and involvement of relevant stakeholders. Level 3 focuses on the protection of CUI and 
encompasses all of the security requirements specified in NIST SP 800-171 as well as 
additional practices from other standards and references to mitigate threats.

Three maturity processes are required at ML3. The ML3 required processes are:
1.	 Establish policy (required at ML2 and higher maturity levels)
2.	 Document the CMMC practices to implement the policy (required at ML2 and 

higher maturity levels)
3.	 Establish, maintain, and resource a plan that includes requirements of domains 

(required at ML3 and higher maturity levels)

Process institutionalization provides additional assurances that the practices associated 
at each level are implemented effectively. The CMMC model, further, measures the 
implementation of practices. The CMMC practices provide a range of mitigation across 
the levels, starting with safeguarding at ML1, moving to a broad protection of CUI at 
ML3, and culminating with reducing the risk from APTs at ML4 and ML5. 130 practices 
are required to be implemented at ML3.

Conclusion
Organizations across industries can apply the same concepts to secure all confidential 
and sensitive information with the same requirements as we see in ML3. When 
implementing CMMC, an organization can achieve a specific CMMC level for its entire 
enterprise network or for particular segment(s) or enclave(s), depending upon where the 
information to be protected is handled and stored.

The CMMC maturity levels and the associated sets of processes and practices across 
domains are cumulative. For an organization to achieve a specific CMMC level it must 
also demonstrate achievement of the preceding lower levels. An organization must 
demonstrate both the requisite institutionalization of processes and the implementation 
of practices for a specific CMMC level and the preceding lower levels in order to achieve 
that level. Hence ML3 includes the requirements associated with ML1 and ML2.
Maturity Level 3 is the starting point to secure all CUI. Get started and perform a 
readiness assessment to identify gaps with the ML3 requirements. ML3 is all about 
ensuring a credible, evidence-based cyber defense to secure CUI. 
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